The Solutionary Managed Firewall Service provides organizations with full maintenance, updates, rule changes, tuning and 24/7 monitoring by Solutionary security experts. Clients are able to leverage their current firewall investment, using leading firewall vendors.

Firewalls must be properly provisioned, updated and patched to protect against internal and external threats. Policies and firewall rules need to be updated and maintained to ensure accessibility, provide security against emerging threats and to maintain compliance with regulations. Security best practices and many regulations also require continuous firewall monitoring to detect and respond to threats.

Managing firewalls, however, requires a specialized skill set and constant attention. Keeping these solutions updated and patched while monitoring them 24/7 is a challenge for many organizations. Solutionary reduces that burden for clients with a firewall monitoring and management solution that provides updates, tuning and 24/7 monitoring by Solutionary security experts.

**Detect and Respond to Emerging Threats**

The patented ActiveGuard® service platform provides powerful security analysis, cross-correlation and event-handling capabilities to recognize threats and reduce false positives, making security more operationally efficient. ActiveGuard provides advanced security analysis and alerting that extends beyond the native capabilities of firewalls.

ActiveGuard enriches security data with context, providing context-aware (asset, user) alerting for greater accuracy. Solutionary combines the superior event-handling capabilities of ActiveGuard® with global security intelligence from the Security Engineering Research Team (SERT) and with the expertise of analysts in the Solutionary Security Operations Center (SOC) to identify and protect against threats.

Cross-client, active threat intelligence from a global view helps to detect advanced and emerging threats faster than clients’ internal teams and enables Solutionary engineers to proactively configure and tune devices with security in mind. The detection capabilities of ActiveGuard in combination with continuously updated threat intelligence helps to recognize malicious hosts, advanced threats (such as APTs) and zero-day attacks. When malicious or suspicious activity is detected, SOC analysts quickly investigate the alert and work to protect clients.

**Extend Your Internal Team**

Solutionary experts optimize firewall performance, reliability and security effectiveness by configuring, tuning, updating and monitoring 24/7. Solutionary employs next-generation capabilities to maximize defensive effectiveness. Updates and patches are applied by Solutionary, keeping the devices up-to-date and leaving internal staff free to focus on other priorities.

Continuous device management, rule maintenance and device monitoring provides a high level of security effectiveness that is not possible in most organizations. Creating effective firewall rules helps to control the ingress and egress of data. Solutionary engineers maintain and update rules, working as an extension of the internal team to troubleshoot, tune and maintain firewalls under management.

The ActiveGuard service platform and SOC analysts help to identify false positives, therefore only notifying clients on actual security alerts. Clients have access to SOC analysts, the online ActiveGuard portal and a dedicated Service Delivery Manager (SDM). Each Managed Firewall Service client is also assigned a dedicated Managed Device Engineer to be the expert on the client’s environment.

**Features Include:**
- 24/7 Log Monitoring
- Device configuration and tuning
- Updates and patch management
- Flexible SLAs to match device criticality
- Monitoring of log threat detection
- Device health, configuration and privileged user monitoring
- Backup and recovery
- 24/7 escalation and context-aware alerting
- On-demand device, security and compliance reporting
- Dedicated Service Delivery Manager (SDM)
- Dedicated Certified Security Engineer (CSE)

**Add On Features:**
- Architecture, engineering, conversions and deployment
- Circuit outage management and reporting
- Out-of-band operational validation
- Advanced health monitoring
- Critical incident response from SERT
Solutionary – The Next Generation Managed Security Services Provider

Solutionary, an NTT Group security company, reduces the information security and compliance burden, delivering flexible managed security services that align with client goals, enhancing organizations’ existing security program, infrastructure and personnel.

Solutionary Services Include:

- Log Monitoring and Management
- Managed Security Services
- Security Device Management
- Security Consulting Services
- Vulnerability Management
- Compliance Services
- Cloud and Virtualization Security
- Critical Incident Response

Services are delivered to clients through multiple 24/7, fully redundant security operations centers (SOCs).

The patented ActiveGuard® Security and Compliance Platform is the technology behind Solutionary services.

ActiveGuard is able to accurately collect, analyze and correlate vast amounts of data from virtually any application or device capable of producing a log file. This allows Solutionary to improve security while making it more efficient.

ActiveGuard® Features Include:

- Highly Configurable Compliance Platform
- Built-In Heuristics and Anomaly Detection
- Context-Aware Alerting
- 24/7 Portal Access
- View Status, Configurations and Change History
- Global Threat Intelligence
- Industry and Compliance Reporting
- Customized Reporting
- Evidence and Log Vault

The Solutionary Difference:

- 100% Security Focused
- Customer Service is Our Culture
- Patented Technology with Advanced Analytics
- Global Threat Intelligence — SERT
- Acknowledged Leader by Industry Experts and Analysts

Solutionary Clients Receive:

- Peace of Mind
- Unparalleled, Passionate Customer Service
- Flexible, Easy to Do Business with Partner
- Extension of the Internal Team
- Optimization of Existing Technology Investments
- Strengthened, Accelerated Security Program
- Reduced Cost of Security
- Advanced Threat Detection and Context-Based Alerts
- Visibility to Make Informed Security Decisions
- Cross-Device Correlation
- Eased Audits and Compliance Support
- Dedicated Service Delivery Manager

Global Threat Intelligence – SERT

The Solutionary Security Engineering Research Team (SERT) protects and informs Solutionary clients through security threat research, vulnerability analysis and the development of effective countermeasures.

Get Started Today

See how Solutionary can help optimize security, improve efficiency and ease compliance. Contact an authorized Solutionary partner or Solutionary directly.

866-333-2133 | info@solutionary.com | Solutionary.com